
 
 

Pupils Acceptable Use of ICT 
 
Access to ICT facilities  
Computers, laptops, tablets and ICT equipment are available to pupils only under the supervision of staff.  
Search and deletion  
Under the Education Act 2011, and in line with the Department for Education’s guidance on searching, 
screening and confiscation, the school has the right to search pupils’ phones, computers or other devices for 
pornographic images or any other data or items banned under school rules or legislation. The school can, 
and will, delete files and data found on searched devices if we believe the data or file has been, or could be, 
used to disrupt teaching or break the school’s rules.  
 
Unacceptable use of ICT and the internet outside of school  
The school will sanction pupils, in line with the discipline and behaviour policy, if a pupil engages in any of 
the following at any time  
(even if they are not on school premises):  
 Using ICT or the internet to breach intellectual property rights or copyright  
 Using ICT or the internet to bully or harass someone else, or to promote unlawful discrimination  
 Breaching the school’s policies or procedures  
 Any illegal conduct, or statements which are deemed to be advocating illegal activity  
 Accessing, creating, storing, linking to or sending material that is pornographic, offensive, obscene or 

otherwise inappropriate  
 Activity which defames or disparages the school, or risks bringing the school into disrepute  
 Sharing confidential information about the school, other pupils, or other members of the school 

community  
 Gaining or attempting to gain access to restricted areas of the network, or to any password protected 

information, without  
 approval from authorised personnel  
 Allowing, encouraging, or enabling others to gain (or attempt to gain) unauthorised access to the 

school’s ICT facilities  
 Causing intentional damage to ICT facilities or materials  
 Causing a data breach by accessing, modifying, or sharing data (including personal data) to which a user 

is not supposed to have  
 access, or without authorisation  
 Using inappropriate or offensive language  
 Using personal devices on school premises 
 
Devices used by pupils in school will automatically access the school secure wireless internet connection.  
 
I understand the schools expectation for safe use of ICT both in school and out of school and support school 
in enforcing this policy with my child 
 
 

Signed: ………………………………………………………………. 
Childs name: ……………………………………………………..  

 
 


